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BUSINESS TRACK 2

11:20–11:50

Is there any connection 
between leaks and IT 
assets inventory?

Ilya Kotsyuba, 
information security expert
Alexander Kukushkin, 
information security expert

Gazprombank

11:55–12:15

The art of a pathfinder 
in corporate 
infrastructure: 
how behavioral 
indicators help 
investigate incidents

Anna Oleynikova,  
Product Director 
Security Vision

12:20–12:40

When three know 
it, all know it: what 
is known about your 
company on the web?

Roman Dolgy, Special Service 
Manager, Solar JSOC

Rostelecom-Solar

12:45–13:15

Everyone can automate 
information security, and 
we’re gonna tell you how

Vyacheslav Kasimov, Director of 
Information Security

Moscow Credit Bank

13:20–13:40

The dark and 
the bright side 
of ChatGPT

Alexey Peshik, Expert 
Engineer at Development 
Department

Security Vision

13:45–14:05

Solar NGFW. Did 
not expect that?

Alexander Barinov, Network 
Solution Portfolio Director

Rostelecom-Solar

14:10–15:00

Preventing burn-out in a SOC

Andrey Belkin, Head of Attack Detection

Raiffeisenbank

15:05–15:25

SOC response: how 
not to bring your 
company down?

Ilya Petrov, Director of the 
Department for Promotion of In-
House Products
Maksim Akimov, Head of 
CyberART Cyber Threat 
Countermeasures Center

Innostage

15:30–15:50

Adaptive SOAR: 
responding off script

Eva Belyaeva, Head of 
Development

Security Vision

15:55–16:15

Implementing 
CSP for additional 
control of 
development

Konstantin Yermakov, 
Head of Project Security

Rambler&Co

16:20–16:40

NISTandard approach 
to cybersecurity

Roman Shits, Head of 
Commercial Presale

Security Vision

16:45–17:15

NTA in an organization: is it worth developing 
a network traffic analysis system?

Denis Bubnov, information security expert
Andrey Kozlov, information security expert

Gazprombank

17:20–17:40

A SOAR maturity model

Roman Ovchinnikov, Head of Execution Department

Security Vision

17:45–18:05

The case of the insider, or how 
to become a defendant in 
court. A report for non-lawyers

Alexander Kanatov, CEO

Stakhanovets

18:10–18:40

A monster under the bed, or how we became victims of a targeted attack

Sergey Terekhov, Head of Cybersecurity
Vitaly Masyutin, Deputy Head of Cybersecurity

Platformix

18:45–19:15

How do you communicate the value of information 
security to business stakeholders?

Evgeny Pushchensky, CISO

Digital Technologies and Platforms

AI

10:00–11:00

Finals of the all-Russian contest of open-source 
projects by high school and university students

Aleksandr Mironov, Igor Chernenko,  
Dmitry Molokovich, Egor Klimshin

11:00–11:45

20 unusual ways to use 
ChatGPT in cybersecurity

Artem Semenov
RTM Group

11:45–12:30

Prompt Injection and all that jazz: 
getting the most out of an AI service

Vladislav Tushkanov
Kaspersky

12:30–13:15

Social engineering or: What to 
do when there is no markup

Aleksandra Bazhenova
NSPK JSC

13:15–14:00

How we catch hackers using ML 
at Positive Technologies

Positive Technologies

15:00–15:45

Confidential interbank 
scoring infrastructure

Petr Emelyanov
Bloomtech LLC

15:45 –16:30

Presentation attack and liveness detections: 
from data collection to release

Maksim Mukhortov
NtechLab

16:30–17:15

Yes, we can! Replacing NIST:  
how to conduct domestic biometric research

Natalya Bessonova
Center for Biometric Technologies

17:15–18:00

Synthetic data generation service

Yulduz Fattakhova, Sergey Kochetkov»
Sber

18:00–18:45

How to audit the algorithm for finding anomalies  
in time series and why you should do this

Alan Savushkin
Kaspersky

DEVELOPMENT

9:40–10:00

Opening speech 
by the organizers

Vladimir Kochetkov
Positive Technologies

10:00–11:00

I see it as a reverse engineer

Dmitry Sklyarov
Positive Technologies

11:00–12:00

Code query language... is not needed?

Vladimir Kochetkov, Sergey Podkorytov
Positive Technologies

12:00–13:00

How the developers of a source code 
analyzer struggled with an exponent

Georgy Aleksandriya
Positive Technologies

13:00–14:00

Supply chain security

Dmitry Shmoylov
Kaspersky

14:00–15:00

DAF: the way of the samurai in secure development

Alina Novopoltseva
Jet Infosystems

15:00–16:00

SCA implementation

Viktor Bobylkov, Dmitry Evdokimov
Raiffeisenbank, Luntry

16:00–17:00

Business logic critical vulnerabilities

Kseniya Zmicherovskaya, Ilya Sharov
R-Vision
Independent expert

17:00–18:00

Testing and verifying Linux kernel

Aleksey Khoroshilov
ISP RAS

18:00–19:00

Brave Docker security master’s guide

Sergey Zadorozhny
Center-Invest

DEFENSE

10:00–11:00

Prolonged attacks

Sergey Golovanov, Evgeny Voloshin
Kaspersky, BI.ZONE

11:00–12:00

Cyberintelligence is simple. How it 
differs from OSINT and HUMINT

Dmitry Makhaev
Rostelecom-Solar

12:00–13:00

Who, how, and why attacks Linux infrastructure

Oleg Skulkin
BI.ZONE

13:00–14:00

APTs amidst the Russian–Ukrainian conflict

Georgy Kucherin, Leonid Bezvershenko
Kaspersky

14:00–15:00

Creating a universal harvester for collecting 
and processing forensic artifacts

Aleksey Egorov, Ilyas Igisinov
BI.ZONE

15:00–16:00

The bone of contention: hunting for threats in macOS

Teimur Kheikhabarov, Maksim Tumakov
BI.ZONE

16:00–17:00

Hidden in plain sight: exploring bulletproof hostings

Dariya Scherbatyuk
F.A.C.C.T.

17:00–18:00

Measuring SOC performance

Sergey Soldatov
Kaspersky

18:00–19:00

Managed DB security

Vadim Osipov, Aleksander Lodin
Yandex Cloud

19:00–20:00

COM/DCOM forgotten knowledge

Vladislav Burtsev
Kaspersky

OFFENSE

10:00–11:00

Free cryptography on microcontrollers for $2

Yury Vasin
Positive Technologies

11:00–12:00

Social engineering: red team trends, technical 
aspects of the kill chain, and project experience

Konstantin Polishin
Positive Technologies

12:00–13:00

Modern attacks on Google Chrome

Alisa Shevchenko
Zero Day Engineering LLC

13:00–14:00

GEOINT from your desktop

Schwarz Osint
Independent researcher

14:00–15:00

Attacks on websites and sales pages during New Year’s Eve

Aleksander Kolchanov
Independent researcher

15:00–16:00

Internet mapping in 2023. What Shodan can’t do

Sergey Gordeychik, Aleksandr Gurin, Igor Pervushin
CyberOK

16:00–17:00

Zero-day exploits of ransomware operators (Windows OS)

Boris Larin
Kaspersky

17:15–18:30

Cybersovereignty: open code contribution

Sergey Gordeychik, CEO
Kirill Severgin, Head of Competence Center for Data Management
Sergey Zolotarev, founder, Director of Strategic Development
Aleksandr Gutin, Marketing Director

CyberOK, ALROSA, Arenadata, Astra, PostgreSQL, Picodata, Uralchem

10:00–11:00

2023: a watershed. Nose down or wheels up?

Maxut Shadaev, Minister of Digital Development, Communications, and 
Mass Media
Vitaly Lyutikov, Deputy Director
Denis Baranov, CEO
Aleksey Volkov, Vice President, Information Security Director
Moderator: Yury Maksimov, Chairman of the Board of Directors

Ministry of Digital, Development of Russia, 
FSTEC of Russia, VK, Positive Technologies

11:15–12:15

How company management assesses non-tolerable events

Alexander Charikov, Deputy CEO, Chairman of the Board of Directors
Sergey Demidov, Director of Operational Risks, Information Security, and 
Business Continuity
Pavel Chaschin, Director
Moderator: Boris Simis, Deputy CEO

PJSC RusHydro, Moscow Exchange, FSBI, Roslesinforg, Positive Technologies

12:30–13:30

Threats in 2030. What can become non-tolerable?

Aleksandr Shoytov, Deputy Minister
Vitaly Lyutikov, Deputy Director
Evgeny Gorbachev, Director of Information Security Monitoring
Sergey Golovanov, Chief Expert
Ruslan Yusufov, Founder and Managing Partner

Ministry of Digital Development of Russia,  
FSTEC of Russia, Gazprombank, Kaspersky, MINDSMITH

13:45–14:45

Everything you wanted to ask a regulator but didn’t dare to

Vitaly Lyutikov, Deputy Director
Vladimir Bengin, Director of Cybersecurity
Andrey Svintsov, Deputy of the Liberal Democratic Party of Russia
Moderator: Aleksey Lukatsky, Information Security Business Consultant

FSTEC of Russia, Ministry of Digital Development of Russia,  
State Duma of Russia, Positive Technologies

15:00–16:00

CISO 2.0. Getting on the same page with top management

Albina Askerova, Head of Information Security
Denis Gorchakov, CISO
Roman Shapiro, independent expert
Artem Kungurtsev, Head of Information Security Department
Evgeny Puschensky, CISO
Moderator: Aleksey Lukatsky, Information Security Business Consultant

FSBI Roslesinforg, Odnoklassniki, Department of Information Technologies of 
Moscow, Digital Technologies and Platforms, Positive Technologies

16:15–17:15

Data leakage? To hell with it!

Vladimir Bengin, Director of Cybersecurity
Anna Iospa, International Projects Director
Andrey Arefiev, Director of Innovation
Sergey Terekhov, Head of Cybersecurity
Dmitry Kuzevanov, CTO
Moderator: Aleksey Muntyan, CEO, co-founder of the Russian Privacy Professionals Association

Ministry of Digital Development, CDEK, Infowatch, Platformix, Azbuka Vkusa, Privacy Advocates

17:15–18:00

PT NGFW: birth of a legend

Denis Korablev, Managing Director

Positive Technologies

18:30–19:40 

Panel discussion. Investment in technology 

Boris Blokhin, Moscow Exchange
Anton Malkov, Tinkoff Bank
Evgeny Sokolsky, BCS
David Pipia, Alfa-Bank
Dmitry Chuyko, Whoosh
Evgeny Zaltsman, Ultimate Capital
Maksim Pustovoy, Arenadata CEO, Positive Technologies co-owner
Moderator: Timofey Martynov, Smartlab

19:40–21:00

Positive Technologies way

Denis Baranov, Positive Technologies
Maksim Filppov, Positive Technologies
Aleksey Andreev, Positive Technologies
Denis Korablev, Positive Technologies
Moderator: Vladimir Zapolyansky, Positive Technologies

MOSCOW PYTHON CONF++

10:00-10:50

How to make architectural decisions when 
refactoring a legacy project backend

Roman Zairullin

11:00-11:50

So, what’s up with logs?

Nikolay Khitrov

12:00-12:50

Types beyond Any

Pablo Aguilar

13:00-13:50

Trunk-Based Development in an enterprise

Artem Shakurov

14:00-14:50

EQATOR: a comprehensive test automation solution

Viktoriya Reshetova

15:00-15:50

Linux perf: works for penguin, but what about Python?

Pavel Filonov

16:00-16:50

Inner workings of CPython and JIT compilers

Vasily Ryabov

17:00-17:50

Static (and lexical) analyzers in modern development

Yuliya Volkova

18:00-18:50

Technical interview without parentheses balancing

Denis Anikin

Trust in tech. 
Main stage

9:45

Festival 
opening

09:00—17:30

Children  
track 

15:00–20:00

PopScience  
track

CTF tent 10:00–18:00

PHDays CTF

BLOCKCHAIN

9:30–10:00

The world at the 
edge of WEB3

Aleksander Goryachev,  
Vlad Vladimirov
Bored Consortium

10:00–10:30

Bitcoin: evolution and 
internal workings

Andrey Probochkin,  
Sergey Senichev
Bored Consortium

10:30–11:00

What is Ethereum

Ivan Baikov, Leonid Tishalovich
Bored Consortium

11:00–11:30

Immersion  
in metauniverses

Mariya Vatset
Bored Consortium

11:30–12:00

SEC against 
blockchain: TON

Aleksander Goryachev,  
Vlad Vladimirov
Bored Consortium

12:30–13:00

Introduction to DeFi

Andrey Probochkin, Sergey Senichev
Bored Consortium

13:00–13:30

Busting myths on 
metauniverses

Mariya Vatset
Bored Consortium

13:30–14:00

Blockchain analysis tools

Aleksander Goryachev,  
Vlad Vladimirov
Bored Consortium

14:00–14:30

NFT: the digital art of today

Ivan Baikov, Leonid Tishalovich
Bored Consortium

14:30–15:00

TON ecosystem

Aleksander Goryachev,  
Vlad Vladimirov
Bored Consortium

15:00–15:30

DeFi tools

Andrey Probochkin,  
Sergey Senichev
Bored Consortium

15:30–16:00

Ethereum projects

Ivan Baikov,  
Leonid Tishalovich
Bored Consortium

16:00–16:30

Tour of Sense Tower

Mariya Vatset
Bored Consortium

AI as a means of optimizing 
the processes of profiling 
and depersonalization 
of sensitive data

Mariya Fomina, Vyacheslav Borisov
ITD Group, T1 Digital

17:00–17:15

How to protect yourself 
from hidden web shells

Daniil Sandyrin, Andrey Sikorsky
CyberOK

17:15–17:30

Not all VPNs are equally safe

Konstantin Evdokimov
MIS Team

17:30–17:45

g/vrp

lalka
Independent researcher

17:45–18:00

Grabbing secrets before 
attackers do it

Elizaveta Ryzhenkova
BI.ZONE

18:00–18:15

Hunting for Remote 
Access Services

Irina Zotova
Innotech

18:15–18:30

Filtering Windows events 
at the MegaBrain level

Vadim Varganov
Independent researcher

18:30–18:45

Deception has no purpose, 
there is only a path

Aleksey Egorov
BI.ZONE

18:45–19:00

Fake leaks: not counted?

Nikolay Chursin
Positive Technologies

19:00–19:15

Spotting bugs in PyTorch 
with continuous fuzzing

Theodor Arsenij Larionov-Trichkine, 
Daniil Kuts
ISP RAS

19:15–19:30

KillBot screen to protect 
your website from fraud

Grigory Melnikov
KillBot Group

19:30–19:45

Whaling technologies are becoming 
more popular as phishing attacks 
become more sophisticated

Aleksey Gusev
CentroCredit Bank

FAST TRACK

INVESTOR DAY

Ivan Panchenko, Deputy CEO
Konstantin Osipov, co-founder
Vladimir Vavra, Head of Data Infrastructure
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Business track

10:00–10:20

Vault: going 
our own way

Roman Osipov, 
Infrastructure Security 
Specialist

Rambler&Co

10:25–10:55

IRP/SOAR implementation and operation 
at manufacturing companies

Andrey Nuikin, Head of the Information System Security 
Department 

EVRAZ

11:00–11:40

People as code: an employee as an 
asset and object of protection

Sergey Voldokhin, CEO  

Antiphishing

11:45–12:05

UEBA. Is there 
something more 
interesting than 
a plain old «front 
and center»?

LLidiya Vitkova, Candidate of 
Technical Sciences, Leading 
Analytical Engineer, Analysis 
Technology Department

Gazinformservice

12:10–12:40

Quantitative information security 
risk analysis using SGRC

Vladislav Ivanov, Head of the Information 
Security Center for Corporate and 
Investment Business and Subsidiaries
Ivan Suslin, Head of Infosec Process 
Development Department

Rosbank

12:45–13:15

ICS safety at a nuclear 
power plant: approaches 
and solutions. Cyberrange 
for ICS: goals and 
opportunities

Lyudmila Zastylova, Head of Division

Rusatom Automated Control Systems

13:30–14:30

The future of the high-tech industry

Denis Korablev, Managing Director, Product Director
Aleksey Andreev, Managing Director
Aleksey Totmakov, Head of Corporate Product Development and Basic 
Technology
Konstantin Osipov, co-founder
Moderator: Vladimir Zapolyansky, Managing Director

Positive Technologies, Kaspersky, Picodata, Positive Technologies

14:45–15:05

A 20-minute long 
adventure... Switching 
to Russian firewalls and 
transferring policies 
from foreign ones

Oscar Gadylshin, Head of 
Information Technology and 
Cybersecurity

ICL System Technologies

15:10–15:30

Bad advice 
for product 
pilot launch

Alexey Fomin, Business 
Development Manager, 
Positive Technologies

OCS Distribution

15:35–16:05

Cost-effectiveness 
in building a result-
oriented information 
security department

Ivan Anufriyev, Head of 
Cybersecurity Research Center

Codeby

16:10–17:10

Is it possible for the community to develop  
a methodology for results-oriented cybersecurity?

Dmitry Gadar, Vice President, Head of Information Security
Andrey Yankin, Director of Information Security Center
Sergey Gordeychik, CEO
Denis Gorchakov, independent expert
Roman Chaplygin, Director of Business Consulting
Moderators: Evgeny Gnedin, Head of Information Security Analytics
Anastasiya Grishina, Head of Information Security Management Methodology

Tinkoff Bank, Jet Infosystems, CyberOK, Rostelecom-Solar, Positive Technologies

10:00–11:00

Cryptocurrency investigation basics

Igor Bederov
Internet-Rozysk

11:00–11:40

Quantum-resistant blockchain

Irina Poltavskaya, Anton Guglya,  
Evgeny Kiktenko

QApp

11:40–12:00

How to transfer private files 
on a public blockchain

Stanislav Santalov
CustomApp

12:00–13:00

On the anonymity of random Telegram numbers

Daniil Ivankin
Independent researcher

13:00–14:00

Unusual vulnerabilities in Ethereum smart 
contracts: review and elimination, 2022

Sergey Prilutsky
MixBytes

15:00–16:00

Oracle manipulation in Web3

Anton Nikonov
MetaZK

16:00–16:15

Cryptocurrency scams 
and what happens if you 
deal with “dirty“ crypto

Vladimir Lazarev
AML Crypto

16:15–16:30

Bug bounty for 
blockchain projects

Alexander Mazaletsky
Oxorio

16:30–16:45

The impact of common 
security issues of web 2.0 on 
blockchain network security

Igor Agievich
Positive Technologies

17:00–17:15

DevSecOps practices 
in GitOps

Mikhail Chereshnev
Swordfish Security

17:15–17:30

How to find security 
champions

Dmitry Shmoylov
Kaspersky

10:00–11:00

How we implement ML at Positive Technologies

Nikolay Lyfenko, Artem Pronichev

Positive Technologies

11:00–12:00

Development of information security expertise 
for ICSs in Positive Technologies

Ilya Kosynkin
Positive Technologies

12:00–13:00

SIEM correlation rules and expert knowledge

Stanislav Antonov, Mikhail Maksimov
Positive Technologies

13:00–14:00

How to protect your public project 
on GitHub from sanctions

Aleksander Popov
Positive Technologies

14:00–15:00

A story about one vulnerability

Andrey Naenko
Kaspersky

15:00–16:00

How to apply Zero Trust approaches when 
building a secure development process

Svetlana Gazizova
Swordfish Security

16:00–17:00

CTF for development teams: how to find and train security champions

Artemy Bogdanov
Antiphishing

17:00–18:00

Service architecture: reducing labor costs and improving the security level

Yury Kardyukov
eKassir

10:00–11:00

SiemMonkey: reduce fruitless labor

Konstantin Grischenko
Positive Technologies

11:00–12:00

VSCode XP: correlations without pain and suffering

Dmitry Fedosov
Positive Technologies

12:00–13:00

ERM&CK framework: breaking down incident response

Andrey Sikorsky, Anton Kutepov

CyberOK, Positive Technologies

14:00–15:30

Workshop. Best practices for creating rules in XP

Yuliya Fomina, Dmitry Fedosov

Positive Technologies

16:00–17:30

Workshop. Using ERM&CK project to write response scripts

Andrey Sikorsky, Anton Kutepov

CyberOK, Positive Technologies

10:00–11:00

Modern history of cyberthreat  
intelligence development

Nikita Nazarov
Kaspersky

11:00–12:00

How do you know if your infrastructure has been hacked?

Konstantin Vasilyev, Oleg Slepushenko

IS Reform

12:00–13:00

Remote incident response: how COVID-19 
challenges transformed into new practices

Aleksander Repin
Positive Technologies

13:00–14:00

Building your own PAM based on Teleport

Anton Zhabolenko, Pavel Parkhomets

Wildberries

14:00–15:00

Top 10 Linux artifacts for incident investigation

Lada Antipova
Angara Security

15:00–16:00

Purple-team approach to improving  
the effectiveness of SOC

Sergey Nenakhov, Evgeny Vyzulin

Jet Infosystems

16:00–17:00

Cuba Ransomware: details and protection methods

Gleb Ivanov, Aleksander Kirichenko

Kaspersky

17:00–18:00

Three open-source tools to empower your network visibility

Ivan Dyachkov, Ivan Sovetkin

Wildberries, Raiffeisen Bank Russia

10:00–11:00

Network compromise through backup tools

Aleksander Korotin
Kaspersky

11:00–12:00

Red teaming: phishing attack techniques

Vadim Shelest
MTS RED

12:00–13:00

15 uncommon OSINT tricks

Andrey Masalovich
Inforus

13:00–14:00

Injecting code into processes from 
the context of the Linux kernel

Ilya Matveichikov
Independent researcher

14:00–15:00

oPWNstack

Pavel Toporkov
Independent researcher

15:00–16:00

Subscription malware:  
how Malware-as-a-Service  
works on the dark web

Aleksander Zabrovsky
Kaspersky

16:00–17:00

An anthology of ways to monitor and secure Linux in user space

Timur Chernykh
F.A.C.C.T.

17:00–18:00

Port security bypass: connect to the network through any power outlet

Artemy Abyzov
Greenatom

10:00–11:00

For the common good: how do you leverage business expertise 
in practical training of information security specialists? 

Niyaz Zakirov, Assistant to the Head of Sabinsky Municipal District of the Republic of Tatarstan
Airat Khasyanov, Vice Rector for Development and Digital Transformation
Mikhail Seregin, Head of Cybersecurity Center
Artem Kalashnikov, Managing Director of the Center
Andrey Kuznetsov, National Cyberrange CTO
Nina Shipkova, Head of Cybersecurity Academy
Egor Bogomolov, offensive security expert, creator of the White Hacker training program
Moderator: Dmitry Fedorov, training consultant

Saby Agrarian College, Kazan National Research Technical University, 
 Innopolis University, Gazprombank, Rostelecom-Solar,  
Innostage, CyberEd, Positive Technologies

11:15–12:15

Why can’t we be friends’ houses?

Sergey Soldatov, Head of Cybersecurity Monitoring Center
Nikolay Arefyev, CEO and co-founder 
Vladimir Dryukov, Director of the Cyberattack Monitoring and Response Center 
Andrey Yankin, Director of Information Security Center
Teymur Kheirkhabarov, Head of Cyber Defense Center
Moderator: Aleksey Novikov, Head of the PT Expert Security Center

Kaspersky, RST Cloud, Rostelecom-Solar,  
Jet Infosystems, BI.ZONE, Positive Technologies

12:30–13:30

Ready to be in charge for the results? 

Vladimir Bengin, Director of Cybersecurity
Pavel Kulikov, CTO
Sergey Sherstobitov, CEO
Aidar Guzairov, CEO
Moderator: Elman Beibutov, Director for Product Business Development

Ministry of Digital Development, CDEK, Angara Security, Innostage,
Positive Technologies

13:45–14:45

Bug bounty! Any results?

Vladimir Bengin, Director of Cybersecurity
Ilya Safronov, Director of Infrastructure Protection
Dmitry Gadar, Vice President, Head of Information Security
Alexander Khamitov, Head of Application Security
Moderator: Dmitry Kim, Standoff 365 Bug Bounty Business Lead

Ministry of Digital Development, VK, Tinkoff, Wildberries,
Positive Technologies

15:00–16:00

How to teach data to «speak» so that 
business leaders understand

Aleksandr Kondratenko, Head of Risk Management and Information Security 
Development
Evgeny Gorbachev, Director of the Information Security Monitoring Department
Anton Kuzmin, CTO
Artem Geller, Design Director
Andrey Abashev, Head of Security Innovation Department
Moderator: Evgeny Zubov, CTO

Rosbank, Gazprombank, Innostage, AIC, Nornickel Sphere,
Positive Technologies

16:15–17:15

CISO 2.0 and the team

Sergey Danilov, Deputy Head of Information Technology and Information Security Department
Sergey Demidov, CISO
Dmitry Kukolev, CISO
Dmitry Gadar, Vice President, Director of Information Security Department
Artem Gutnik, Deputy Head of the Security Department
Moderator: Yuliya Danchina, Director of Training for Clients and Partners

Rosreestr, Moscow Exchange, Dzen, Tinkoff bank, NSPK (National Payment Card System), Positive Technologies

17:30–18:30

We don’t need your service!

Sergey Soldatov, Head of Cybersecurity Monitoring Center
Egor Bayandin, CIO
Aleksandr Nessler, Head of Information Resources and Databases
Georgy Babkin, Independent expert
Vladimir Dryukov, Director of the Cyberattack Monitoring and Response Center 
Moderator: Mikhail Kader, Security Architect

Kaspersky, Whoosh, Ministry of Agriculture of the Russian Federation,
Rostelecom-Solar, Positive Technologies

MOSCOW PYTHON CONF++

10:00-10:50

Extracting metrics from news, or how we automated 
the work of information security analysts

Alsu Nurutdinova, Igor Kabanov

11:00-11:50

MapReduce 2023: benchmarking and optimization

Olga Emelyanova

12:00-12:50

Improving fault tolerance of HTTP integrations 
without changing Python code

Mstislav Kazakov

13:00-13:50

Pitfalls of working with asyncio

Ivan Krivosheyev  

14:00-14:50

(Un)secure development:  
faking Python project rankings

Stanislav Rakovsky

15:00-15:50

Large language models: vocabulary descriptions 
as a way to encode words and idioms

Artur Saprykin

16:00-16:50

Knowledge management with Python: tools, approaches, examples

Andrey Popov

17:00-17:50

From manual machine learning to automation with Python libraries

Viktoriya Tyufyakova

Standoff hall 16:00–17:00

2drunk2hack 
contest

17:00–18:00

Positive  
Awards 

18:00–18:30

Standoff 11  
awards ceremony 

Trust in tech. 
Main stage

10:00–12:00

Cyberslam

12:00–18:00

PopScience  
track

18:00–22:00

Music concert 
Mayakfest

COMMUNITY

BUSINESS TRACK 1

BUSINESS TRACK 2

BLOCKCHAIN


